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# ASSET NAME : OPERATING SYSTEM

OWNER : Head of Department

ROLE : The role of an operating system is to manage

hardware resources and provide a stable environment for applications, enabling user interaction with the computer.

RISK : Operating systems are vulnerable to security threats such as malware infections and unauthorized access, which can lead to data breaches and system corruption.

Additionally, outdated software and misconfigurations can expose critical vulnerabilities, increasing the risk of attacks and operational disruptions.

MITIGATION : Operating systems mitigation involves regular updates, strong security settings, and antivirus protection to defend against vulnerabilities and ensure system integrity.

# ASSET NAME : ROUTERS

OWNER : Head of Department

ROLE : Routers connect multiple networks, directing data packets between them to enable efficient communication and internet access for connected devices. They manage traffic by determining the optimal paths for data

transmission, ensuring reliable and secure connectivity.

RISK : Routers are at risk of cyberattacks such as unauthorized access, DDoS attacks, and configuration vulnerabilities, which can compromise network security and disrupt connectivity.

Additionally, outdated firmware and weak passwords increase the likelihood of exploitation, making routers a target for malicious actors.

MITIGATION : Router mitigation involves implementing strong security measures like firewalls, regular firmware updates, and complex passwords to protect against unauthorized

access and vulnerabilities. Additionally, network

segmentation and monitoring can help identify and respond to potential threats, ensuring secure and reliable

connectivity.

# ASSET NAME : MODEM

OWNER : Head of Department

ROLE : A modem's role is to convert digital data from a computer into analog signals for transmission over communication lines and vice versa. It enables internet connectivity by establishing a connection between a local network and the broader internet, facilitating data exchange.

RISK : Modems are at risk of security vulnerabilities, such as unauthorized access and exploitation of weak default passwords, which can lead to data breaches and network compromises. Additionally, outdated firmware can expose modems to malware and cyberattacks, making them potential entry points for threats to the entire network.

MITIGATION : Modem mitigation involves securing the device with strong passwords, regularly updating firmware, and implementing network firewalls to protect against

unauthorized access and cyber threats.

# ASSET NAME : COMPUTERS

OWNER : Head of Department

ROLE : Computers play a crucial role in processing, storing, and managing data, enabling users to perform a wide range of tasks from simple calculations to complex simulations.

They facilitate communication, support various applications, and drive innovation across multiple sectors, including education, business, and healthcare.

RISK : Computers are at risk of malware infections, cyberattacks, and unauthorized access, which can lead to data loss and security breaches. Additionally, hardware

failures and inadequate security measures can compromise system integrity and disrupt operations.

MITIGATION : Computer mitigation involves implementing robust security measures, regular updates, and data backup solutions to protect against malware, unauthorized access, and hardware failures.

# ASSET NAME : DATA COLLECTION

OWNER : Head of Department

ROLE : Data collection plays a vital role in gathering accurate and relevant information from various sources to support decision-making and analysis. It enables organizations to

track trends, measure performance, and gain insights that inform strategies and improve operational efficiency.

RISK : Data collection is at risk of unauthorized access and breaches, which can expose sensitive personal information and lead to privacy violations. Additionally, improper data handling and storage practices can result in data loss or corruption, undermining the reliability and integrity of the collected information.

MITIGATION : Data collection mitigation involves implementing strict access controls, encryption, and

anonymization techniques to protect sensitive information and comply with privacy regulations.

# ASSET NAME : DIGITAL ACCESS

OWNER : Head of Department

ROLE : Digital access plays a crucial role in enabling individuals and organizations to utilize online resources,

services, and information through the internet. It facilitates communication, collaboration, and the exchange of ideas

across diverse platforms, promoting inclusivity and accessibility in the digital landscape.

RISK : Digital access risks include unauthorized entry into systems or networks, which can lead to data breaches, identity theft, and loss of sensitive information.

MITIGATION : Digital access mitigation includes employing multi-factor authentication and strong password policies to enhance security and prevent unauthorized access to sensitive systems and data. Regularly reviewing access

permissions and monitoring user activities further helps identify potential security risks and maintain compliance.

# ASSET NAME : ETHERNET

OWNER : Head of Department

ROLE : Ethernet enables devices to communicate within a local area network (LAN) by transmitting data through wired connections. It ensures fast, reliable data transfer, linking computers, servers, and network devices for seamless communication.

RISK : Ethernet networks can be vulnerable to unauthorized access, allowing attackers to intercept data. Additionally, Ethernet cables can be physically tapped, leading to potential data breaches.

MITIGATION : Ethernet mitigation involves reducing

interference and packet loss by using shielded cables, proper grounding, and minimizing crosstalk with good cable

management. Additionally, implementing error-checking protocols and ensuring firmware updates for network devices can further enhance data integrity.

# ASSET NAME : NETWORK SWITCH

OWNER : Head of Department

ROLE : A network switch connects multiple devices within a local area network (LAN), allowing them to communicate by forwarding data to the correct destination device. It

efficiently manages traffic by using MAC addresses to ensure data reaches only its intended recipient.

RISK : Network switches can be vulnerable to security risks like unauthorized access, data interception, and network segmentation failures if not properly configured. Outdated firmware and lack of monitoring also increase exposure to malware, DDoS attacks, and potential network outages.

MITIGATION : Network switch mitigation includes enabling features like Spanning Tree Protocol (STP) to prevent loops and using VLANs for traffic isolation. Regularly updating

firmware and monitoring switch performance can also help prevent bottlenecks and security vulnerabilities.

# ASSET NAME : SERVER SWITCH

OWNER : Head of Department

ROLE : A server switch connects multiple servers within a data center or network, enabling efficient data exchange and centralized traffic management. It optimizes data flow, reduces latency, and supports load balancing, ensuring

seamless communication between servers and other network devices.

RISK : Server switches face risks like network congestion, which can lead to downtime, and potential security vulnerabilities, which expose systems to unauthorized access.

Regular monitoring, firmware updates, and traffic segmentation are key to mitigating these risks.

MITIGATION : Server switch mitigation involves configuring redundancy protocols like Link Aggregation Control Protocol (LACP) to ensure failover and using access control lists (ACLs) for enhanced security. Regular firmware updates and monitoring help prevent performance issues and

unauthorized access.

# ASSET NAME : PRINTERS

OWNER : Head of Department

ROLE : Printers convert digital documents into physical copies, allowing for tangible records and easy sharing of information. They play a crucial role in office workflows, supporting tasks like report generation, document archiving, and collaborative review.

RISK : Printers pose risks such as unauthorized access to sensitive information due to inadequate security measures and potential vulnerabilities in their firmware. Additionally, unmonitored network printers can be exploited for data breaches, leading to exposure of confidential documents.

MITIGATION : Printer mitigation includes implementing secure print solutions and access controls to protect sensitive documents from unauthorized access. Regularly updating

printer firmware and using network segmentation can also help minimize vulnerabilities and potential exploits.